Массовый вид мошенничества!

Уважаемые жители и гости Костромского района! В настоящее время мошенничества совершаются под предлогом:

* продлить договор связи;
* произвести перерасчет пенсии или неучтенного стажа работы;
* получить письмо от «Госуслуг»;
* обновить полис медицинского страхования;
* получить код для очереди в медицинское учреждение;
* произвести замену электрического счетчика.

«Лжепредставитель» требует сообщить поступивший по «SMS» код или код от «Госуслуг».

Уважаемые граждане, не передавайте неизвестным пришедший код по «SMS», Вы можете предоставить мошеннику доступ в личный кабинет «Госуслуг». Код от «Госуслуг» запрещено сообщать третьим лицам. Путем входа в Ваш личный кабинет, злоумышленники могут оформить кредиты в банках и в микрофинансовых организациях.

При поступлении подозрительных звонков, прекратите всякие разговоры по телефону, мессенджерам и сделайте сообщение в полицию!

 ОМВД России по Костромскому району.